**Информационная инфраструктура (ПО ГОСТ Р 53114-2008)** — это совокупность объектов информатизации, обеспечивающая доступ потребителей к информационным ресурсам.

**Документ (ПО ГОСТ Р 7.0.8-2013)** — это зафиксированная на носителе информация с реквизитами, позволяющими ее идентифицировать.

**Автоматизированная система (ПО ГОСТ 34.003-90) (AC)** — это система, состоящая из персонала и комплекса средств автоматизации его деятельности, реализующая информационную технологию выполнения установленных функций

**Информационные активы (information asset)** — информационные ресурсы или средства обработки информации организации - ГОСТ Р ИСО/ТО 13569-2007

Перехвату информации предшествует созданная намеренно утечка информации.

Сведения, которые важны для перехватчика:

* Работающие на рынке услуг
* Обладающие большим массивом персональных данных
* Использующие в своей работе ноу-хау

Таким образом, информация в настоящее время является соседством достижения определенных целей, которые могут использовать злоумышленники для получения какого-либо преимущества.

Информация может утекать по разным способам утечки информации

* Визуальные способы
* Акустические способы
* Электромагнитный способ
* Акустоэлектрический способ
* Материальный способ – анализ предметов, документов, отходов деятельности компании

Визуально-оптические средства – уменьшить можно по-разному: шторки, маленькие углы обзора, светоотражающая краска

Мы защищаем только осязаемые объекты информатизации.
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Компьютерных вирус – характеристики

# Компьютерные вирусы. Средства защиты

Компьютерный вирус можно назвать саморепродуцирующийся программой. Программа, попав в систему, наносит большой вред ПО.

В 20 веке был представлен класс саморепродуцирующихся программ, который походил на биологический вирус. Это был 1984. Это программа, обладающая способностью репродукции и способностью выполнять какие-либо вычисления. Особенность компьютерных вирусов такова, что она саморепродуцируются в другую программу только в том случае, если по отличительным признакам эта программа еще не содержит копии вируса.

Зараженная программа запускает копию вируса и тем самым порождает процесс его распространения. По утверждению Докутра Ковена компьютерный вирус определяется, как программа, которая может заражать другие программы, модифицируя их посредством

Стадии существования вируса

* Спячка
* Распространение в вычислительной системе – это обязательная для любой программы
* Запуск – программируемое событие параметров запуска
* Нарушение работы программ или данных или другие отрицательные действия – прописываются как зависимые или независимые